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not-for-profit association representing 32 electrical and 
electronic equipment waste (WEEE) producer compliance 
schemes – alternatively referred to as ‘producer 
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ProSUM: http://www.weee-forum.org/prosum-0
Key Figures: 
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•Border control: fight against the illicit traffic of  
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•Risk assessment: models and methodologies for 
assessing the terrorism risk;
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domains;
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strategies, including the request of  EU funding for 
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As an acknowledgment of  its expertise, Z&P has been 
appointed member of  ESRAB (European Security Research 
Advisory Board) and ESRIF (European Security Research 
and Innovation Forum) within the European Commission. 

Research
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the European Commission:

•BODEGA (Proactive Enhancement of  Human 
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Advisory
Z&P's advisory services have been used by:
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•Università della Calabria;
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Partners
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Contact
Website: www.zanasi-alessandro.eu          
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Telephone: 39-349-4131718 
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